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The goal of an OAuth 2.0 interface is to upgrade security level of the hippolyte-rh ��

SmartRecruiters integration by restricting the permissions provided to Hippolyte-rh to a strict

minimum :

Access job offers

Create applicant with CV

Connect to SmartRecruiters

Click on your profil picture on the top right of the screen, then "Setting / Admin"

Setup of an OAuth 2.0 interface
between SmartRecruiters and
Hippolyte-rh

Creating an OAuth interface and setting up the
references
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Click on "Apps & integrations" in the "Company Settings" > "Administration" box

Click on the "CREDENTIALS" tab

Click on the "NEW CREDENTIAL" button on the top right of the credentials list

Click on "OAuth client ID" then "Next"

Type a Credentials name, it can be "OAuth Hippolyte-rh" then enter a "Description" that suit you

Check "Create Candidates" and "Access jobs" in the permissions list
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Click on "Generate", a form will appear with the "Client ID" and "Clients Secret", keep these

informations preciously since there is no way to retrieve them without generating new values

Click on your profil picture on the top right of the screen, then "Setting / Admin"

Click on "Company profil" in the "Company Settings" � "Administration" box
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Save the value of the "Company / Organization" field

Transmit the "client ID", "Client Secret" and "Company / Organization" values to your Hippolyte-

rh account manager to finalize the OAuth 2.0 connection


